# 

# Use Case List

|  |  |  |
| --- | --- | --- |
| **Use Case ID** | **Primary Actor** | **Use Cases** |
| 7 | Common to All | Password Encryption |
|  |  |  |
|  |  |  |

# Feature Name (Password Encryption)

## Feature Process Flow / Use Case Model

## Use Case(s)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Use Case ID:** | 7 | | | |
| **Use Case Name:** | Password Encryption | | | |
| **Created By:** | Common to All | | **Last Updated By:** |  |
| **Date Created:** |  | | **Last Revision Date:** |  |
| **Actors:** | | Merchant and Customer | | |
| **Description:** | | Password encryption is most effective way to achieve data security. It can be helpful to secure User details. | | |
| **Trigger:** | | When User signup for new account in which he/she enters a password then there is a process to encrypt that password. | | |
| **Preconditions:** | | 1. User signup for new account. | | |
| **Postconditions:** | | 1. Encrypted password is stored in the database. | | |
| **Normal Flow:** | | 1. User navigate to signup page  2. User enters all required details.  3. System encrypt the password  4. System Stores all the details in the database. | | |
| **Alternative Flows:**  **[Alternative Flow 1 – Not in Network]** | | N/A | | |
| **Exceptions:** | | N/A | | |
| **Includes:** | | Steps 1-2 are of Signup page UseCase. | | |
| **Frequency of Use:** | | Every time when User signup. | | |
| **Special Requirements:** | | N/A | | |
| **Assumptions:** | | User understands English language. | | |
| **Notes and Issues:** | | N/A | | |